# 2021-2022 EĞİTİM ÖĞRETİM YILI MEHMET AKİF ERSOY İLKOKULU E-GÜVENLİK POLİTİKASI

**ÖNSÖZ**

Günümüzde eğitim-öğretim çağında bulunan nesil Z kuşağı olarak tanımlanmaktadır.Bu kuşağın gelecekteki hayatlarında yapay zeka ve robot teknolojisinin yoğun olarak yer alacağı düşünülmektedir.Çünkü Z kuşağı;

-Teknolojiyi hızlı bir şekilde kavrayabilen,

-Teknolojiyi ileri seviyede kullanabilen

-Sanal iletişim tabanlı bir alt yapıya sahip

-İşlerini kısa sürede çözüme ulaştırmak isteyen

-Hayatı dijital olarak yaşayan

-Buluş yöntemi ile öğrenen

-Meraklı,üretken

-Akademik olarak çok yönlü olmayı seven ve diğer kuşaklardan keskin sınırlarla ayrılan bireylerden oluşmaktadır.

Her geçen gün ortaya çıkan yenilikçi eğitim-öğretim metotları ve kavramları dikkate alındığında **dijital güvenlik** gelecek kuşağın en çok ihtiyaç duyacağı kavramlardan birisidir.Bu bağlamda çocuklarımızın dijital teknolojinin bize sunduğu fırsatları en iyi şekilde kullanmalarını ve bunu mümkün olan en güvenilir ortamda yapmalarını sağlamak gerekmektedir..Bu noktada öğretmenlerin en önemli görevleri arasında Z kuşağının özelliklerini çok iyi tanıyarak e-Güvenlik alanındaki beklenti ve ihtiyaçlarını en iyi şekilde tespit etmek ve onları internet ortamının tehlikelerinden ve zararlarından koruyabilmek gelmektedir.

Bu kapsamda okulumuz e-Güvenlik komisyonu tarafından Mehmet Akif Ersoy İlkokulu e-Güvenlik okul plan ve politikaları oluşturulmuş olup uygulamaya konulmuştur.Bu plan ve politikalar okulun tüm paydaşları için

geçerli olup,okul resmi web sitesi adresinden görüntülenebilmektedir.

# MEHMET AKİF ERSOY İLKOKULU e-GÜVENLİK OKUL POLİTİKASI ve AMAÇLARI

**Okulumuz**

- Bilgisayarlar, tabletler ve cep telefonları gibi teknolojiyi kullanırken, dijital ortamdaki çocukların ve yetişkinlerin korunması için e-Güvenlik kavramının önemine inanmakta ve bu doğrultuda gerekli çalışmaları yapmaktadır.

-İnternetin ve teknolojinin günlük yaşamın önemli bir parçası olduğuna inanmakta ve bu noktada çocuklara ve personele riskleri yönetme ve strateji geliştirme yöntemlerinin öğretilmesi konusunda destekleyici çalışmalar yapmaktadır.

-Okulumuz, eğitim standartlarını yükseltmek, mesleki çalışmalar yapmak ve desteklemek ve yönetimsel işlevleri geliştirmek için kaliteli internet erişimi sunma yükümlülüğüne sahiptir.

-Öğrencileri ve personeli dijital ortamın potansiyel zararlarından koruyarak tüm personelin güvenli ve sorumlu bir şekilde çalışmasını sağlamakla yükümlüdür.

# OKUL e-GÜVENLİK POLİTİKAMIZIN AMAÇLARI

-BİT kullanımı ile ilgili olarak okuldaki tüm personel için yol gösterici ilkeler belirlemek

-Okulda e-Güvenlik konusunda bilinç oluşturmak

-İnternetin eğitsel,kişisel ve eğlence amaçlı kullanımıyla ilgili doğru yaklaşım standartları belirlemek

-Kurumumuz bünyesinde bulunan tüm üyelerini çevrimiçi olarak korumak, internet ve diğer iletişim teknolojileriyle doğru bir şekilde çalışmalarına yardımcı olmak ve güvenliklerini sağlamak

-Tüm personelin güvenli ve sorumlu bir şekilde çalışmasını sağlamak

-Teknolojinin yararlarına ve potansiyel risklerine dair okulumuzun tüm üyelerinde farkındalık yaratmak

-Okul personelinin teknolojiyi kullanırken profesyonel standartları uygulamalarını sağlamak

-Bu politika okul yönetimi,öğretmenler,öğrenciler,ebeveynler,destek personeli,ziyaretçiler,gönüllüler ve okul adına hizmet veren herkes için geçerlidir.

-Bu politika,internet erişimi ve kişisel cihazlar da dahil olmak üzere bilgi iletişim cihazlarının kullanımı için de geçerlidir.

- Bu politika ,çocuklar,personel ya da diğer kişilere,çalıştıkları dizüstü bilgisayarlar,tabletler veya mobil cihazlar gibi uzaktan kullanım için verilen cihazlar için de geçerlidir.

# SORUMLULUKLAR

**Okulumuz ile ilişkisi bulunan tüm paydaşlar,e-Güvenliğin sağlanabilmesi ve sürdürülebilmesi için belirli görev ve sorumlulukları yerine getirmekle yükümlüdürler.**

**OKUL İDARESİNİN BAŞLICA SORUMLULUKLARI ŞUNLARDIR.**

-Okul sistem ve verilerinin güvenliği konusunda sorumluluk almak

-Okulda e-Güvenliğin önemli bir güvenlik sorunu olarak görülerek bu konuyla ilgili farkındalık oluşmasını sağlamak

-E-güvenlik ile ilgili uygun ve güncel politikalar oluşturmak

-E-güvenlik plan ve politikalarını tüm üyelerle paylaşmak

-Okul üyelerinin düzenli ve güncel e-Güvenlik eğitimleri almasını sağlamak

-Teknolojiyi güvenli ve sorumlu kullanmak

- E-güvenlik politikalarının gelişmesine katkıda bulunmak

-Yeni ve gelişmekte olan teknolojiler kullanıldığında iyi uygulamaları modellemek

-Olumlu öğrenme fırsatlarına vurgu yapmak

-E-Güvenlikle ilgili güncel mevzuat ve eğilimlerin takip edilmesini sağlamak

-Güvenlik ile ilgili oluşabilecek tehlikeyi gözlemleyip uygun önlemler almak ve ilgili birimlere iletmek

-Okulda herhangi bir e-Güvenlik vakası meydana geldiğinde yapılması

gerekenler konusunda gerekli bilgilendirmeyi yapmak ve vakaları izleyerek raporlamak

-Sorumlu personelin okul sistem ve emniyetini sağladığından emin olmak için gerekli ve uygun filtreleme ve izleme mekanizmaları oluşturmak

**PERSONELİN BAŞLICA SORUMLULUKLARI ŞUNLARDIR.**

**-**Okulun e-Güvenlik politikalarının gelişmesine katkıda bulunmak

-Okulun e-Güvenlik politikalarına uygun davranışlar sergilemek

-E-güvenlik alanında mesleki gelişim eğitimlerine katılmak

-E-güvenlik konularının müfredata entegresini sağlamak

-Okul içi ve dışında teknolojiyi kullanma konusunda iyi bir model olmak

-E-güvenlik sorunlarını belirleyerek uygun önlemleri almak

-Kabul Edilebilir Kullanım Politikalarına bağlı kalmak

-Yeni ve gelişmekte olan teknolojiler kullanıldığında iyi uygulamaları desteklemek

-E-Güvenlik alanında mesleki gelişim için sorumluluk alma ve bu konudaki eğitimlere katılım sağlamak

# ÖĞRENCİLERİN BAŞLICA SORUMLULUKLARI ŞUNLARDIR.

-Okulun Kabul Edilebilir Kullanım Politikalarını okumak ve bunlara bağlı kalmak

- Hem çevrimiçi ve çevrimdışı olduğu zamanlarda başkalarının haklarına saygı duymak

-Çevrimiçi güvenlik politikalarının geliştirilmesine katkıda bulunmak

-Okul dışında da e-Güvenlik kurallarına uymak ve bu konuda sorumluk almak

-Herhangi bir e-Güvenlik sorunuyla karşılaşılması durumunda güvenilir bir yetişkinden yardım almak

-Çevrimiçi güvenlik sorunlarıyla karşılaşan diğer kişileri desteklemek

-MEB filtresi olan herhangi bir materyale erişmeye çalışmamak

-Siber zorba olmamak

-İnternette edindiği bilgilerin doğruluğundan emin olmadan paylaşmamak

-Yeni ve gelişmekte olan teknolojilerin getirdiği fırsatlar ve riskler konusunda bilinç sahibi olmak

-İnternette kişisel bilgilerini paylaşmaması gerektiğinin bilincinde olmak

# EBEVEYNLERİN BAŞLICA SORUMLULUKLARI ŞUNLARDIR.

-Kabul Edilebilir Kullanım Politikalarını okumak,anlamak,çocukları bu politikaya bağlı kalmaya teşvik etmek

-Evde uygun çevrimiçi davranışları pekiştirmek

-Çocuklarıyla çevrimiçi güvenlik konusunda tartışma ortamı yaratarak okulun e-Güvenlik politikalarını desteklemek

-Evde çocuklara aile korumalı internet paketi sağlamak Teknoloji ve sosyal medyanın doğru ve güvenli kullanımı konusunda güzel örnek olmak

-Çocuklar için güvenilir olan arama sitelerinin hangileri oluğunu bilmek ve çocuklarını bu konuda doğru yönlendirmek

-Okulun çevrimiçi güvenlik politikalarını geliştirmesine katkı sağlamak

-Çevrimiçi bir sorunla karşılaşılması durumunda nerelerden yardım alabileceğinin farkında olmak

-Yeni ve gelişmekte olan teknolojilerin getirdiği fırsat ve riskler konusunda kendi öğrenimlerinden sorumlu olmak

# ÇEVRİMİÇİ İLETİŞİM VE TEKNOLOJİNİN DAHA GÜVENLİ KULLANIMI

**OKUL/ WEB SİTESİNİN YÖNETİLMESİ**

-Mehmet Akif Ersoy İlkokulu olarak web sitemizde okulumuzun adres, telefon, fax ve e- posta adres bilgileri bulunmaktadır.Personel ve öğrencilerimizin kişisel bilgileri yayınlanmamaktadır.

-Web sitemizde yayınlanan tüm içerikler okul müdürümüzün onayından geçtikten sonra okul internet sitesi yayın ekibi tarafından siteye konulmaktadır.

-Okulumuzun web sitesi, okul internet sitesi yayın ekibimizin sorumluluğunda olup güçlü güvenlik önlemleri alınmış durumdadır.

-Okul web sitesinin yönetici hesabı şifrelenerek korunacaktır.

-Öğrenci çalışmaları,ancak öğrenci velilerinin izniyle yayınlanmaktadır.

Okul web sitesi, yayın yönergelerine uygun olarak düzenlenmektedir.

-Spam maillerden korunmak için e-posta adresleri çevrimiçi olarak dikkatli bir şekilde yayınlanmaktadır.

-Web sitesi ,erişilebilirlik,fikri mülkiyet haklarına saygı ,gizlilik politikaları ve telif hakkı gibi hususlarda okulun yayın yönergelerine uyacaktır.

-Okul,çevrimiçi güvenlik de dahil olmak üzere ,toplumun tüm üyeleri için okul web sitesinde korunma hakkında bilgi gönderecektir.

# GÖRÜNTÜ VE VİDEOLARIN PAYLAŞIMI

-Çevrimiçi olarak paylaşılan bütün resim, video ve öğrenci etkinlikleri okul yayın politikasına uygun olarak paylaşılacaktır.

-Okul,resimlerin ve videoların tümünün veri güvenliği, kabul edilebilir kullanım politikası,davranış kuralları,sosyal medya,kişisel cihazların ve cep telefonlarının kullanımı gibi diğer politikalar ve prosedürlere uygun bir şekilde yer almasını sağlayacaktır.

-Görüntü politikasına uygun olarak ,öğrenci video ve resimleri çevrimiçi ortamda paylaşılmadan önce mutlaka ebeveynlerin yazılı izni alınacaktır.

-Sosyal medya izin belgesi veya onayı olmayan öğrencilerin görüntüleri yayınlanmayacaktır.Ayrıca veli izniyle paylaşılan fotoğraflarda öğrencinin yüzü açık bir şekilde paylaşılmayacaktır.

-Video konferanslar,resmi ve onaylanmış siteler aracılığıyla yapılacaktır.

-Öğrencilere, kendilerinin ve başkalarının kimliğini ortaya çıkaran paylaşımlar yapmaları durumunda ne gibi risk ve tehlikelerin ortaya çıkabileceği açıkça anlatılarak e-Güvenlik eğitimi verilecektir.

-Kullanıcılar,şahsi sosyal medya hesaplarından,okul öğrencileri ve çalışanlarının yer aldığı resimleri, okuldaki yetkili kişilerden izin almadan paylaşamayacaktır..

# KULLANICILAR

-Öğrenciler tarafından bir video hazırlanacağı zaman,bu konuda görev almak isteyen öğrenciler mutlaka öğretmenlerinden izin alacaktır.

-Velilerin rızası,çocuklar bir video konferansa katılmadan önce mutlaka alınacaktır.

- Paylaşılan öğrenci merkezli etkinliklerde, öğrenci velilerinin etkinlik öncesi mutlaka izinleri alınmalıdır.

-Video konferanslar,resmi ve onaylanmış siteler aracılığıyla gerekli inceleme ve analizlerin ardından yapılacak ve öğrencinin yaşı ve yeteneklerine uygun şekilde denetlenecektir.

-Kullanıcılar,şahsi sosyal medya hesaplarında,okul öğrencileri ve çalışanlarına ait görselleri yetkili mercilerden izinsiz paylaşamazlar.

# İÇERİK

-İçerik ,öğrencilerin yaşı ve yeteneklerine uygun olmalıdır.

-Video konferanslar,tüm kullanıcıların katılabileceği siteler üzerinden yapılacaktır.

-Video konferans yapılmadan önce diğer okullarla iletişim kurulmalıdır.

-Okul öğrenci ve çalışanlarını ilgilendiren ve içinde barındıran tüm içerik,ancak kontrol ve onay süreçlerinden geçtikten sonra paylaşıma açılacaktır.

-Öğrenciler, bilginin erişimi ve değerlendirilmesi ve internetin etkin kullanımı konusunda eğitilecektir.

-Okulun internet erişimi,eğitimi geliştirmek ve genişletmek için tasarlanacaktır.

-Öğrencilere okudukları veya karşılaştıkları bilgilerin doğruluğunu kabul etmeden önce eleştirel düşünmeleri öğretilecektir.

-Telif Hakkı Yasası hakkında hem personel hem de öğrenciler bilgilendirilecek ve internetten edinilen materyallerin bu yasaya uygun olması sağlanacaktır.

# KİŞİSEL CİHAZLARIN VE CEP TELEFONLARININ KULLANIMI

-Cep telefonlarının ve kişisel cihazların kullanımı ,okul tarafından kararlaştırılacak olup,okul Kabul Edilebilir Kullanım Politikasında yer alacaktır.

-Okulumuz,cep telefonlarının ve kişisel cihazların güvenli ve sorumlu kullanımı için gereken önlemleri alacaktır.

-Okulumuz,mobil teknolojilerle yapılan kişisel iletişimin gündelik yaşamın önemli bir parçası olduğunun farkındadır.

-Kişisel cihazların ve cep telefonlarının kullanımı ,yasaya ve diğer okul politikalarına uygun olarak yapılacaktır.

# ZİYARETÇİLERİN CEP TELEFONLARININ VE KİŞİSEL CİHAZLARININ KULLANIMI

**-**Ebeveynler ve ziyaretçiler,okulun Kabul Edilebilir Kullanım Politikasına uygun olarak cep telefonları ve kişisel cihazlarını kullanabilirler.

-Okul,ziyaretçi ve ebeveynlere kullanım beklentilerini bildirmek için uygun tabela ve bilgileri sağlayacak ve sunacaktır.

-Fotoğraflar ve videolar çekmek için ziyaretçiler ve ebeveynler tarafından cep telefonları ve kişisel cihazların kullanılması,okul resim kullanımı politikasına uygun olarak gerçekleştirilmelidir.

-Personelin uygun ve güvenli olduğunda sorunlara karşı çıkması ve ziyaretçilerin herhangi bir ihlalini her zaman idareye bildirmesi beklenir.

# ÖĞRENCİLERİN KİŞİSEL CİHAZLARINI VE CEP TELEFONLARINI KULLANIMI

-Öğrenciler ,kişisel cihazların ve cep telefonlarının güvenli ve uygun kullanımı konusunda eğitim alacaktır.

-Öğrencilerin cep telefonlarını ve kişisel cihazlarını kullanımı ,Kabul Edilebilir Kullanım Politikasına uygun olarak gerçekleşecektir.

-Öğrencilerin cep telefonlarını ve kişisel cihazlarını okula getirmeleri yasaktır.

-Her türlü kişisel cihazların sorumluluğu kişinin kendisine aittir.

-Okulumuz ,bu tür cihazların kullanımından doğacak sağlık problemlerinin sorumluluğunu kabul etmemektedir.

-Okulumuz,bu tür cihazların kaybı,çalınması veya zarar görmesi durumunda sorumluluk kabul etmemektedir.

-Öğrenciler,sosyal medya ya da sohbet programları üzerinden ,öğrenci ya da kurum çalışanlarından kendilerine gelecek olan ya da kendilerinin

gönderecekleri her türlü içerik ve mesajlaşmanın sorumluluğunu taşımak zorundadır..

-Okulumuz öğrencileri,velilerini araması gereken bir durum söz konusu olduğunda okula ait olan telefonu bir idareci veya nöbetçi öğretmen gözetiminde kullanabilirler.

-Öğrencilerimiz, eğitim amaçlı etkinlikler için cep telefonlarını kullanmadan önce mutlaka okul yönetiminden izin alacaktır.

# PERSONELİN KİŞİSEL CİHAZLARINI VE CEP TELEFONLARINI KULLANIMI

-Personel,çocukların fotoğraflarını veya videolarını çekmek için kişisel cihazlarını kullanamazlar.Yalnızca bu amaçla okul tarafından sağlanan ekipman kullanılacaktır.

-Personel,kişisel telefonların ve cihazların herhangi bir şekilde kullanımının daima veri koruma ve okul politikası veya prosedürleri uyarınca yerine getirilmesini sağlayacaktır.

-Personel,kişisel cihazları ve cep telefonlarını ders sırasında kapalı tutacak ya da sessiz moda alacaktır.

-Bir personelin, okul politikasını ihlal etmesi durumunda hakkında disiplin işlemi yapılacaktır.

# İNTERNETİN VE BİLİŞİM CİHAZLARININ GÜVENLİ KULLANIMI

-Okulumuzda,tüm bilişim cihazlarımızı kullanım politikasına uygun şekilde gerekli güvenlik önlemlerini alarak hazır hale getirmiş durumdayız.

-Tüm personelimiz,velilerimiz ve öğrencilerimiz,etkili ve verimli çevrimiçi materyallerin kullanımı konusunda bilgilendirilmiş olup,müfredat ile bağlantılı olarak bu materyalleri aktif bir şekilde kullanmaktadır.

-İnternetin günümüzde bilgiye ulaşmak için en önemli araçlardan biri haline gelmesi gerçeğinden hareketle doğru bilgiyi en güvenli şekilde öğrenci ve öğretmenlerimize ulaştırmaktayız.

-İnternet erişimimiz ,öğrencilerimizin yaşları ve yeteneklerine göre düzenlenmiş durumdadır.

-E-Güvenlik ve siber zorbalık konularıyla ilgili eğitimler yıl içinde düzenli aralıklarla öğrencilere verilmektedir.

-Sınıflarda etkileşimli tahtalar öğretmenlerin gözetiminde kullanılmakta dır.Öğrenciler,sınıfta öğretmen yokken etkileşimli tahtaları açamazlar.

-Okulumuzda Güvenli İnternet Günü (Safer Internet Day) kutlanmaktadır.

-Okulumuz,5651 Sayılı ‘ İnternet Ortamında Yapılan Yayınların Düzenlenmesi ve Bu Yayınlar Yoluyla İşlenen Suçlarla Mücadele Edilmesi Hakkında Kanun’ hükümlerine uygun e-Güvenlik prosedürlerini uygulamaktadır.

-Okulumuz,kurumsal bir yapıya sahip Antivirüs uygulaması ve filtreleme programları kullanmaktadır.

-Okulumuzda MEB tarafından erişim kısıtlaması bulunmaktadır.

# OKULUMUZDA e-GÜVENLİK EĞİTİMİ

**ÇOCUKLARIN ve GENÇLERİN KATILIMI VE EĞİTİMİ**

-Okulumuzda e-Güvenlik müfredatımızın ayrılmaz bir parçasıdır ve e- Güvenlik konuları müfredata entegre edilmektedir.

-Okulumuzda Güvenli İnternet Günü(Safer Internet Day) kutlanmaktadır.

-İnternetin ve teknolojinin güvenli ve sorumlu kullanımı ,müfredatla uyumlu bir şekilde işlenmektedir.

-Teknolojiyi olumlu yönde kullanan öğrenciler, okul tarafından ödüllendirilmektedir.

-Tüm kullanıcılara ağ ve internet kullanımının izleneceği bildirilecektir.

-Okul,çevrimiçi güvenliği geliştirmek için öğrencilerin ihtiyaçları doğrultusunda akran eğitimi uygulayacaktır.

-Öğrenciler ,Kabul Edilebilir Kullanım Politikasını,yaşları ve yeteneklerine uygun bir şekilde okumak ve anlamak için desteklenecektir.

# PERSONELİN KATILIMI VE EĞİTİMİ

-Çevrimiçi güvenlik(e-Güvenlik )politikası,tüm çalışanların katılımı için resmi olarak sağlanarak tartışılacak ve koruma politikasının bir parçası olarak güçlendirilip vurgulanacaktır.

-Personel,İnternet trafiğinin izlenebileceğinin farkında olacaktır.

-Personelin tüm üyelerine ,profesyonel ve kişisel olarak,güvenli ve sorumlu internet kullanımı konusunda güncel ve uygun personel eğitimi düzenli aralıklarla(en az yıllık) sağlanacaktır.

-Okul,çalışanların öğrencilerin yaşlarına ve yeteneklerine göre kullanması gereken yararlı çevrimiçi araçları kontrol edecek ve vurgulayacaktır.

-Sınıflardaki akıllı tahtaların teneffüs saatinde açık olmamasına dikkat edilecektir.

- Personel,çocukların,internetin ve dijital teknolojinin güvenilir ve sorumlu kullanıcıları olabilmesi için anne ve babaların önemli görevlerinin olduğunu kabul eder.

-Çalışanların tümü,çevrimiçi davranışlarının okuldaki rolünü ve itibarını etkileyebileceğinin farkına varacaktır.

-Mesleği veya kurumu tehlikeli duruma düşürdüğü veya mesleki yeteneklerine güvenini kaybetmiş bir şeyin bulunduğu düşünülürse, hukuki veya disiplin önlemlerin alınabileceği okul yönetimi tarafından tebliğ edilecek- tir.

-Filtreleme sistemlerini yönetme veya BİT kullanımını izleme sorumluluğu olan personelin üyeleri,Liderlik Ekibi tarafından denetlenecek ve sorunları veya endişeleri bildirmek için açık prosedürlere sahip olacaktır.

# EBEVEYNLERİN KATILIMI VE EĞİTİMİ

-Okulumuz ,çocukların internetin ve dijital teknolojinin güvenilir ve sorumlu kullanıcıları olabilmesi için anne ve babaların önemli bir role sahip olduklarını kabul etmektedir.

-Ebeveynlerin dikkatleri,okul açıklamaları ve okul web sitesinde yer alan çevrimiçi güvenlik (e-Güvenlik)politikasına ve beklentilerine yönelecektir.

-Okulumuz tarafından ebeveynlerin çevrimiçi güvenlik bilgilerini okuyup,konu ile ilgili yapılan etkinliklere katılımları istenecektir.

-Ebeveynler,okulumuz tarafından Kabul Edilebilir Kullanım Politikalarını okumaya ve çocuklarıyla etkilerini tartışmaya teşvik edilecektir.

-Ebeveynler için,çevrimiçi güvenlik konusuyla ilgili bilgi ve rehberlik çeşitli biçimlerde sunulacaktır.

-Ebeveynlerin ,çevrimiçi olarak çocukları olumlu davranışları rol modellemeleri teşvik edilecektir.

# ÇEVİRİMİÇİ OLAYLARA VE KORUMA SORUNLARINA YANIT VERME

-Okulun tüm üyeleri,sakıncalı mesajlaşma,çevrimiçi/siber zorbalık konuları da dahil olmak üzere karşılaşılabilecek çevrimiçi risklerden haberdar edilecektir.

-Okulun tüm üyeleri,filtreleme,sakıncalı mesajlaşma,siber zorbalık, yasadışı içerik ihlali vb gibi çevrimiçi güvenlik(e-Güvenlik) endişelerini bildirme prosedürü hakkında bilgilendirilecektir.

-Dijital Koruma Hattı (DSL) ,daha sonra kaydedilecek olan çocuk koruma endişelerini içeren herhangi bir çevrimiçi güvenlik olayı hakkında bilgilendirilecektir.

-İnternetin yanlış kullanımıyla ilgili şikayetler,okulun şikayet prosedürleri kapsamında ele alınacaktır.

-Çevrimiçi/Siber Zorbalık ile ilgili şikayetler,okulun zorbalık karşıtı politikası ve prosedürü kapsamında ele alınacaktır.

-Personelin yanlış kullanımıyla ilgili herhangi bir şikayet, okul müdürüne yönlendirilecektir.

-Okul şikayet prosedürü,öğrencilere,velilere ve personele bildirilecektir.

-Şikayet ve ihbar prosedürü personele bildirilecektir.

-Okulun tüm üyeleri gizliliğin öneminden ve endişelerini bildirmek için resmi okul usullerine uyma gerekliliğinden haberdar olmalıdır.

-Okulun tüm üyelerine ,çevrimiçi ortamda güvenli ve uygun davranışların ne olduğu hatırlatılacak ve suç oluşturan herhangi bir içerik,resim, yorum veya video yayınlamamanın önemi hatırlatılacaktır.

-Okul,çevrimiçi güvenlik olaylarını uygun olduğunda ,okul disiplin/davranış politikasına uygun olarak yönetir.

-Okul,gerektiğinde ebeveynlere bu konularla ilgili endişelerini bildirir.

-Herhangi bir soruşturmanın tamamlanmasının ardından okul bilgi alarak öğrenilen dersleri belirler ve değişiklikleri uygular.

-Okul,sorunları çözmek için ebeveynlerin ve çocukların ortak çalışması gerektiğinin farkındadır.

|  |  |
| --- | --- |
| [https://www.gim.org.tr](http://www.gim.org.tr/) | Güvenli İnternet Merkezi(İnternetin bilinçli,güvenli ve etkin kullanımıyla ilgili farkındalık portalı) |
| [https://www.guvenlicocuk.org.tr](https://www.guvenlicocuk.org.tr/) | Güvenli Çocuk(Küçük çocuklar için oyun ve eğlence portalı) |
| [https://www.guvenliweb.org.tr](https://www.guvenliweb.org.tr/) | Güvenli Web (Çevirimiçi güvenlik konularında bilinçlendirme portalı) |
| [https://www.ihbarweb.org.tr](https://www.ihbarweb.org.tr/) | İhbar web (İnternet Bilgi İhbar Merkezi) |
| [https://www.gig.org.tr](https://www.gig.org.tr/) | Daha Güvenli İnternet Günü Türkiye resmi sayfası |
| [https://www.btk.gov.tr](https://www.btk.gov.tr/) | Bilgi Teknolojileri ve İletişim  Kurumu |
| [https://www.guvenlinet.org.tr](https://www.guvenlinet.org.tr/) | Güvenli Net |
| ALO 141 | Güvenli İnternet Bilgi Destek Hattı |

# 

# EYYÜP GÜZEL

# OKUL MÜDÜRÜ